# CAREER OBJECTIVE

CONTACT

* H.no: 9-1-125, Nehrunagar,

Rajanna Sircilla Dist,

T E L A N G A N A - 5 0 5 3 0 1

[kumaraarun1122@gmail.com](mailto:kumaraarun1122@gmail.com)

# To secure a position in a progressive organization that offers opportunities for continuous learning, allows me to utilize my skills & contribute to the growth of the organization.

ARUN KUMAR BOLLI

+91 9533613321

# Skills:

MYSQL

CSS

HTML

JAVA
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GIT

JAVASCRIPT

# SOFTWARE TOOLS
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* VS Code
* Eclipse
* MS Office & Word

# RELEVANT WORK EXPERIENCE

## *B.Tech Major Project*:

***Title****:* **TOWARDS DETECTION AND ATTRIBUTION OF CYBERATTACKS IN IOT ENABLED CYBER PHYSICAL SYSTEMS**

Detection and attribution of cyberattacks in IoT-enabled cyber-physical systems involve implementing advanced intrusion detection systems that leverage machine learning algorithms to identify anomalous behaviour. By analysing data from interconnected IoT devices & cyber-physical components, patterns of cyberattacks can be identified, and their origins traced back to specific malicious actors or sources.

## *B.Tech Mini Project*:

***Title****:* **IDENTIFYING RISKY FACEBOOK APPS**

The project focused on detecting malicious apps on Facebook to create an independent watchdog for app assessment and ranking. The goal was to warn users before installing potentially harmful apps.

## *Diploma Projects*:

* Automatic Object Detection and Collecting Robot using Sensors.
* Pesticide Spray Pump Machine.
* Automation of Street Lights using Solar Mechanism.

# EDUCATION

SOCIAL Media

[Arun Kumar Bolli](https://www.linkedin.com/in/arun-kumar-bolli-587049238)

“You can find me here”

* Jawaharlal Nehru Technological University, Hyd (*affiliated*)

**BTech** -- ***Computer Science Engineering, VITS*** Aggregate – 6.5CGPA

* S.R.R.S Government Polytechnic, Karimnagar

**Diploma** -- ***Mechanical Engineering*** Aggregate – 74%

* Rainbow English Medium High School, Sircilla

**10th -- *SSC*** Aggregate – 8.7 CGPA

# HOBBIES AND INTERESTS:

# Playing online games.

# Spending time with family and friends.

# Playing Cricket and Chess.

# AWARDS AND ACHIEVEMENTS

• Received TRSMA Excellence Award for getting good result in S.S.C in

the year 2017.

# STRENGTHS

# Flexibility and Adaptability

# Good Decision Making

# Self-Motivated

# Quick Learner

# CO-CURRICULAR ACTIVITIES

+91 9533613321

[kumaraarun1122@gmail.com](mailto:kumaraarun1122@gmail.com)

* Organized the event Techies for Karshak promoting Campus Farming during the Campus Technical fest Antahpragnya 2018 and 2019.
* Volunteered as a web caster in Assembly Elections from the Kanpur constituency in the year 2018, General Elections from Kanpur constituency in the year 2019, and Ordinary Elections in Nirmal 2020.

# DECLARATION

I hereby declare that the above particulars are true, correct, and complete

to the best of my knowledge.

Place:Sircilla